[image: image1.wmf]IDENTIFY

Identify risk issues and concerns

ANALYZE

Evaluate (impact/severity,

probability, time frame),

classify, and prioritize risks

PLAN

Decide what, if anything,

should be done about risks

TRACK

Monitor risk metrics and

verify/validate mitigation actions

CONTROL

Decide to 

replan 

mitigation's, close

risks, invoke contingency plans,

or continue to track risks

Program/project

data/constraints

Risk data: test data, expert

opinion, hazard analysis,

FMEA, lessons learned,

technical analysis

Resources

Statement of risk

List of Risks

Risk evaluation

Risk classification

Risk prioritization

Program/project data

(

metrics information)

Risk mitigation plans

Risk acceptance rationale

Risk tracking requirements

Risk status reports on--

– Risks

– Risk mitigation plans

Risk decisions


[image: image2.wmf] 

THEMIS Project 

 

Systems Engineer 

 

Systems Assurance 

 

Manager 

 

Explorer Program 

 

Office

 

NASA HQ Program 

 

Executive 

 

THEMIS Risk Management 

 

Board (RMB)

 

Project Scientist 

 

Universi

ty of California, 

 

Berkeley

 

THEMIS PI, Project Manager

 

Mission Manager (MM)

 



THEMIS

Continuous Risk Management Plan
Contract Number: NAS5-02099

CDRL 05


UCB Approvals:
____________________________________



Dr. Vassilis Angelopoulos, THEMIS PI



____________________________________



Peter R Harvey, THEMIS Project Manager


GSFC Approvals:
____________________________________



Frank Snow, THEMIS Mission Manager

Document Revision Record

	Rev.
	Date
	Description of Change

	-
	1/19/2004
	Initial Draft

	
	
	

	
	
	

	
	
	


Distribution List

Peter Harvey, UCB PM

Vassilis Angelopoulos, UCB PI

Frank Snow, GSFC COTR

Brenda Brady, GSFC CO

Government Review

This document is rated “R” for Review Required.

The categories allowed for contract deliverables are as follows:

R (Review) ‑ Documents in this category are to be reviewed within 10 working days by GSFC in order to determine contractor effectiveness in meeting contract objectives. When Government review reveals inadequacies, the contractor is required to address/correct the inadequacies upon written communication of these inadequacies to the contractor.

I (Information) ‑ Documents in this category are to be provided to GSFC for information purposes only. No GSFC response is required, but the Contractor is required to provide clarifications/corrections in the event that GSFC notifies the Contractor that the information is unclear or incorrect.

A (Approve) ‑ Documents in this category require review and approval by GSFC prior to use or implementation. GSFC shall approve/disapprove within 10 working days of receipt. Requirements for resubmission shall be specified in letter(s) of disapproval.

AFR (Available For Review) ‑ Documents in this category are to be available at the contractor's facility for review upon GSFC's request.

1. Introduction

This document establishes a Continuous Risk Management Plan (CRMP) for the Time History of Events and Macroscale Interactions during Substorms (THEMIS) Project. This plan governs how technical, cost, schedule and other forms of risk will be determined, analyzed, managed and communicated. 

The CRMP is intended to complement overall project management of which risk management (RM) will be an integral part.  Programmatic and technical decisions will be made with a disciplined RM effort that includes identification, analysis, planning, tracking, and control of risks.  The description of this process has been provided in the National Aeronautics and Space Administration (NASA) Procedures and Guidelines (NPG) 7120.5B, “NASA Project and Project Management Processes and Requirements” and the “NASA Risk Management Procedures and Guidelines”, NPG 8000.4.  

1.1 Project Description

The University of California, Berkeley (UCB) has direct control of the THEMIS Project.  UCB is responsible for the scientific, technical, and programmatic (cost and schedule) success of the Project.  The Project is itself comprised of the Launch, Observatory and Ground Segments and their constituent elements and subsystems. The Project consists of five small satellites carrying identical suites of electric, magnetic, and particle detectors which will be used to determine the cause of global reconfigurations of the earth's magnetosphere.  Each of the five satellites will incorporate flight-proven instruments and subsystems. UCB is responsible for the satellites and satellite dispensers and performing Project integration, satellite launch operations, and satellite checkout.  Launch for THEMIS is aboard a Delta II rocket in the year 2006.    

1.2 Purpose

The purpose of this document is to describe the overall process, procedures, organizational roles, and the tool that will be used to support this effort. To the extent possible the Project will utilize lessons learned from other NASA and GSFC programs in carrying out this Plan.

1.3 Scope

This plan governs the management of risks that may be encountered during the design, implementation, and operation of the entire Project.  

1.4 Definitions

This subsection provides key definitions that will be used in this Plan.  

· Acceptable risk - defined in NPG 7120.5 as the risk that is understood and agreed to by the Project, GPMC, Enterprise, and other customer (s) sufficient to achieve the defined success criteria within the approved level of resources.

· Continuous RM (CRM) – the RM process begins with baseline risk identification and the development of a Risk Management Plan and continues throughout the product's life cycle with the disposition and tracking of existing and new risks.

· Fault Tree Analysis (FTA): A qualitative technique to uncover credible risk scenarios. FTA results are documented in a graphical representation of combined faults and risks.

· Failure Modes and Effects Analysis (FMEA): Failure Modes and Effects Analysis – A procedure by which each potential failure mode is analyzed.  An FMEA determines the effects of the failure mode on the system and to classify each potential failure mode according to the severity of the effects.

· Impact measures: Describes the cost, schedule, and/or technical performance consequences if a risk event.

· Likelihood: A risk’s probability of occurrence is the likelihood of occurrence.

· Mitigation Plan: An action plan devised to reduce a risk’s exposure by either reducing its likelihood of occurrence and/or its impact. In the THEMIS Risk Management Tool (RMT), each mitigation plan will be entered as a data item for that risk.

· Probabilistic Risk Assessment (PRA): A rigorous technical discipline used in complex technological applications to reveal design, operation, and maintenance vulnerabilities, to enhance safety and to reduce costs.

· Problem: When a risk crosses the mitigation boundary, its probability has now become 100%, and the risk has become a problem. It is important not to refer to problems as risks. A risk, which became a problem, should be flagged and “Closed” in the database.

· Primary risk - defined in NPG 7120.5 as a risk having both high probability and high impact/severity.

· Risk - the probability that the Project will experience an undesired event and the consequences, impact, or severity of the undesired event, were it to occur. 

· Risk Board: A decision making group established by the Project Manager to make risk control decisions regarding THEMIS Project risks.

· Risk Control: The process of using risk tracking and other information to make decisions regarding funding support of significant risk mitigation actions, diversion of resources from one mitigation effort to another, etc.   

· Risk Management (RM) - a continuous, iterative process to manage risks in order to achieve Project success that involves identifying, analyzing, planning, tracking, controlling, documenting, and communicating risks effectively.

1.5 THEMIS Project Risk Policies, Ground Rules, and Guidelines

This subsection contains the policies, ground rules, and guidelines.  

1.5.1 Policies

It is the responsibility of each Project team member, contractor, and civil servant to identify, assess, and manage risks within their scope of control.

The Project will utilize a Risk Management (RM) database.  RM database will be used to capture, analyze, plan, track, and communicate Project risk information.  Originators of a new risk and team members assigned a risk action are required to provide status to the Project Risk Management Board (PRMB).   All risks submitted to RM board will be presented to the PRMB to determine its applicability and validity.  Once the risk is deemed valid -- and its status is “open”-- it becomes public. 

1.5.2 Ground Rules  

THEMIS contractor and participants are required and encouraged to implement a risk management and report their top risks to the THEMIS Project in accordance with the Contract Data Requirements List (CDRL) for risk management.  The THEMIS contractor may use NPG 7120.5B, NASA Project and Project Management Processes and Requirements Document, NPG 8000.4 Risk Management Procedures and Guidelines, and this Plan as a guide.

As the largest subcontract in the project, Swales top risks will be reviewed by the PRMB and provided to the Mission level.

1.5.3
Guidelines
The THEMIS Mission Systems Engineer (MSE), in conjunction with the PRMB, will review any risk that involves a potential change to an interface (e.g., an interface between two different functions) or impacts on-orbit technical performance.

The Project will compile a list of the Top Risks and present at the NASA GSFC Flight Programs using the format described in Section 5.1.

1.6 Related Documents and Standards

This section lists the applicable documents that are in conformance with the requirements and contents of this Plan.

1.6.1 Parent Document

THEMIS Project Plan

1.6.2 Applicable Documents

NPG 7120.5B, NASA Project and Project Management Processes and Requirements Document, Effective Date, November 21, 2002

NPG 8000.4 Risk Management Procedures and Guidelines

GPG 7120.4 Risk Management

Continuous Risk Management Guidebook, Carnegie Mellon Institute, Software Engineering Institute, Dated August 1996

2 Overview of the Risk Management Process
This section provides an overview of the RM process. 

2.1 Primary RM Activities

The five primary activities that comprise the RM process are shown in Figure 2-1.  The diagram depicts the inputs and outputs of risk identification, planning, analysis, tracking, and controlling and overlays the reporting and communication activities. 
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NOTE: Communication and documentation extend throughout all of the functions.

Figure 2‑1 The Risk Management Process

3 THEMIS Risk Organization

This section describes Project personnel functional roles and responsibilities within the RM process.  
3.1 The THEMIS Risk Management Organization

Figure 3-1 depicts the THEMIS RM implementation organization.
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Figure 3‑1 THEMIS Risk Management Organization
3.2 THEMIS Risk Management Organization

The UCB THEMIS Principal Investigator (PI) is required to report top risks to the THEMIS Project in accordance with the THEMIS Mission Assurance Requirements (MAR) and the Risk Management CDRL.  The THEMIS Project Manager (PM) has technical and programmatic responsibility for CRM on the Project.  In the absence of the PM, a designee will assume CRM responsibilities.  

The Mission Systems Engineer (MSE) is responsible for planning, organizing, and directing the development of the Project system elements and has overall technical responsibility for the Project and is responsible for the CRM execution and maintenance of this Plan.  The Mission Assurance Manager assures that the Project complies with CRM processes and procedures

3.3 Project Risk Management Board  

The PRMB has been created to support the RM process. The PRMB will meet to review, assess and update risks captured in RMT. The PRMB is chaired by the PM.  In the absence of the PM the designee will chair the PRMB.   The SM also functions as the Project Risk Manager (PRM).   The PRM will prepare the PRMB meeting agenda and notify supporting members and risk action assignees the time, date, and location of the meeting.   Originators of a new risk and team members assigned a risk action will be required to present status when the risk is boarded.  The PRMB will meet monthly, or as requested by the PM.  Table 3-1 depicts the responsibilities of all Project personnel for managing risk.  It identifies the personnel responsible for performing each specific RM task.  The PRM will record the status of all actions and update RMT.  The PM is the final decision on any risk action by the PRMB.

Board members will be comprised from the following functional team members or their designated representatives:
· Project Manager, or Designee

· Mission Systems Engineer

· Mission Assurance Manager

Supporting Members

· NASA Project Executive

· THEMIS UCB/Contractors

· Discipline engineering

· GSFC THEMIS Project Support

· Business Manager

· Project Scheduler

Table 3‑1 Risk Management Responsibilities

	Who
	Responsibilities

	All THEMIS Project staff, PI, contractors, and Project support
	· Identify new risks

· Present new risk to PRMB

	Risk Assignees (Owners)
	· Develop and implement action plans 

· Document progress and status of risk mitigation

· Concur with risk closure

· Utilize NASA Lessons Learned Information System (LLIS) 

	PRM
	· Assist in identifying, analyzing, planning, tracking, controlling, and communicating Project risks.

· Maintain Risk Information System website

· Maintain CRM documentation 

· Support PRMB activities 

	PRMB and Project Support personnel
	· Validate and disposition risk submittals

· Assess risk attributes (probability /impact/timeframe) 

· Evaluate risk attributes

· Review recommendations on mitigation approach and action plans

· Prioritize risks and determine Top Project risks

· Assign or change responsibility for risks and mitigation plans

· Review control decisions for risks (re-plan, close, invoke contingency, etc.)

	PM, Designee
	· Authorize expenditures of resources for mitigation

· Report Top Project risks to the EXPLORER Project, Center, and Agency Management

· Authorize control decisions for Top Project risks

· Assign responsibility for risk mitigation plans 

· Coordinate communication between contractors, NASA HQ, EXPLORER Project Office, and Center management

· Review general risk measures/metrics during each quarter to evaluate effectiveness of risk management activities

· Final authority for risk closure and/or acceptance


4 Risk Identification, Analysis, and Planning

The first three phases of RM process are performing risk identification, analysis, and planning. 

4.1 Risk Identification

The risk identification process is designed to locate risks before they become problems and to incorporate this information into the RM process.  The identification of Project risks will be a continuous process throughout the life cycle of the Project.  Risks may also be identified as a result of brainstorming, Project and contractor study results, contractor proposal submittals, lessons learned, or as a result of a Failure Modes and Affects Analysis, Fault Tree Analysis, and/or a Probabilistic Risk Assessment. 

4.2 Capturing Risk Information

The risk Originator is required to send email to the Risk Management Tool to enter information for a new risk.  Validated risks will be accessible on the THEMIS Project FTP site, ftp://apollo.ssl.berkeley.edu/pub/THEMIS/.  The UCB PI will submit the top validated risks to the GSFC Explorers Program Office in the format designated by this CRMP.  

The most important data to be entered are the Risk Statement and the Risk Attributes.  The Risk Statement is to be written in an “IF <condition>; THEN <consequence>” format.  For example, the “IF-THEN” risk statement can follows the following format: 

IF the Contractor does not complete integration and test on schedule; THEN cost overruns may be incurred for every day the launch date slips.  

Risk Attributes consist of the following:

· Impact - Classification based on the severity if the risk should materialize

· Probability - Classification based on the likelihood of risk occurrence

· Timeframe - Classification based on the period when mitigation action(s) is needed.

Definitions and thresholds for risk attributes used by the THEMIS Project are reflected on Table 4-1.  The UCB Project may use the thresholds and definitions as a guide.

 Table 4‑1 Risk Attribute Definitions and Thresholds

	Level
	Likelihood

	5
	Highly Likely

	4
	Likely

	3
	Possible

	2
	Unlikely

	1
	Extremely Remote


	Level
	Prob.
	Cost($K)
	Science
	Schedule

	5
	75%
	500
	Minimum Mission
	Launch Delay of 2 weeks

	4
	60%
	200
	Baseline Mission
	PCA Delay of 2 weeks

	3
	40%
	100
	Degrade Science
	Probe1 Delay of 2 weeks

	2
	15%
	25
	Extended Mission
	Instrument Delay of 2 weeks

	1
	5%
	10
	Negligible
	Component Delay of 2 weeks


Timeframe is the time the Originator believes action must be taken to implement the risk action.  On THEMIS, the time frame is determined as follows:

· Near-term - the Project must take action or will be impacted by the risk in the next 30 days

· Mid-term - the Project must take action or will be impacted by the risk in the next 31-90 days

· Long-term - the Project need not take action or will not be impacted by the risk in the next 91 days, or longer  

4.3 Risk Analysis

The risk analysis process is used to convert risk identification information into decision-making information by the PM. The PRMB will use this process to examine each risk in detail to determine the extent of the risk, how it relates to other risks, and which are most important. 

The risk analysis process has three basic activities: determine the validity of the risk, evaluate and or status the attributes of the risks (impact, probability, and timeframe), and prioritize (rank) the risks. 

4.3.1 Determining the Validity of a Risk

The PRMB will determine the validity of all new risk items.   A risk is deemed valid if it truly represents a potential impact on the Project.  At the discretion of the PRMB and with concurrence of the PM, a risk will be rejected if it is determined that it has no impact to the Project or if it can be resolved at a lower level.  If a risk is rejected, the PRMB will notify the Originator.  The Originator has the option to re-state and re-submit the risk.  No risks will be purged from the RMT submittal records.

4.3.2 Risk Attribute Evaluation

The PRMB will evaluate and/or status the risk attributes for each valid risk submittal.  The PRMB will analyze the impact, probability, and timeframe.  To reduce the subjective factor in making such assessments, the PRMB will utilize the risk attribute definitions shown in Table 4-1.  The underlying principle is that both the likelihood and impact attributes be multiplied to determine the net risk exposure and placing the product of the two into the corresponding cell of the 5 x 5 matrix shown in Figure 4-2. 
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Figure 4‑2 5X5 Risk Matrix

In the matrix, the dimensions of likelihood and consequence are both represented.  In this way, the lower left cell represents the lowest net exposure, and the upper right, the highest exposure.  Subsets or “zones” of the total set of 25 cells of the matrix can be rated with different levels of risk consequence.  These zones represent the risk criticality and are color-coded using green as low risk, yellow for medium risk, and red for high risk.   The following rules will apply when determining the criticality of a risk:

· Items classified as Green are acceptable without further mitigation and will be routinely tracked for change in status or closed.

· Items classified as Yellow may require mitigation at the PM’s discretion.  For these items, alternative dispositions and trade-offs will be identified for risk mitigation.  

· Items classified as Red are considered primary risk drivers. A mitigation plan will be required.  Red risks will be assessed for impact to budget reserves and will be tracked to closure.

Timeframe is used to establish when to begin implementing the action, and how long risks may need to be watched or tracked before they no longer are a concern or can be closed.  Red risks are considered “primary”.  Green and yellow risks are “non-primary”.  

4.3.3 Risk Prioritization

Finally, the PRMB will support the PM to determine which risks are most important.  This is accomplished by ranking risks or sets of risks based on consistently applying an established set of criteria.  It is essential to consistently and efficiently determine the risks’ importance to focus and allocate appropriate resources.

Risk prioritization is performed as a roll-up function starting at risk identification and weighted through the risk process up to the system level.  The PM or DMM can veto any priority decision reached by the PRMB.  Determination of the Top Risks (Red and Yellow) will be made by the PM with input from the PRMB.   The Top Risks will change throughout the Project life cycle as new risks appear, status for existing risks change, and as other risks are closed.

4.4 Risk Action Planning

Planning is the function of deciding what, if anything, should be done with a risk.  The planning process determines who owns the risk and the scope and actions required to address the risk.  The Project will implement the action necessary to manage/mitigate the risks. The Project may transfer the risk upward (Explorer Project, NASA HQ, etc.) or to another organization (UCB, GSFC organization, etc.) that may be best able to manage the risk.  If the risk is “valid” the Project will assign a Risk Owner that is responsible for implementing the assigned action.  The Risk Owner (RO) is also required to provide status to the PRMB.

There are three actions that can be assigned to a RO by the PRMB. These options are:

· RESEARCH 
- Gain more information about it.

· WATCH 
- Identify “triggers” before taking any action about the risk.

· MITIGATE 
- Reduce, eliminate, or avoid the risk.

The RO will develop a risk mitigation plan if the assigned action is to mitigate the risk.  Each identified Project risk that is to be mitigated with a risk plan will address how progress towards reduction or closure can be measured.  Project technical and programmatic risks that are addressed by mitigation planning will be monitored and tracked by the PM for reduction and/or closure of the risk.  

The PM has the authority to accept and document rational for non-primary risks.  Accepting a non-primary risk implies that no further resources will be expended to manage the risk.  Acceptance of a primary risk will be supported by a rationale and concurrence of the Explorer Program Office.  The criterion for accepting a primary risk involves a documented and signed contingency or recovery plan, which responds to the consequences of the risk.  

5 Risk Tracking, Control, Communication, and Documentation

Risk tracking, control, and communication are necessary to ensure THEMIS Project risks are adequately tracked.  In accordance to NPG 7120.5B, a disposition for all risks must be implemented before system delivery to mission operations.  

5.1 Risk Tracking

The risk tracking includes acquisition, compilation, and reporting of the risk information.

The 5X5 risk matrix and standard definitions will be used by the Project to report the Top Risks.  The THEMIS Risk Report reflects the status of current plans.  Figure 5-1 shows the THEMIS Risk Reporting format.
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Figure 5‑1 THEMIS Risk Report Format

The THEMIS Risk Focus Charts for the Top Project risks provides a more detailed description of the status of mitigation activities.  An example of the risk Focus Chart is shown in Figure 5-2.  Green risks are not to be reported on the Risk Focus Chart as a Top risk.
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Figure 5‑2 Risk Focus Chart Example

5.2 Risk Control

Risk control is performed using standard THEMIS Project management monitoring techniques. Controlling risks will be integrated and coordinated into the Project’s routine management activities.  The following are mitigation plan decisions:

· Re-plan

· Close the risk

· Invoke a contingency/workaround plan

· Continue tracking and executing the current plan

The PM will have the final decision on risk mitigation planning, as well as closing a risk. The decision to close a risk will be formally documented with signatures of the PM, the person having the assigned action for the risk, and the originator of the risk. 

5.3 Risk Communication and Documentation

All risk information will be captured and communicated to Project personnel via RMT.  The PRM is responsible for the maintenance and integrity of the RMT.  

5.3.1 Risk Communications

Communicating risks on the Project provides personnel an understanding of the overall RM and mitigation status.  Project RM communications have the following characteristics:

· Free flow of information between individuals, groups, and management.

· Inclusion of formal, informal, and impromptu communications.

· Value of individual contributions.

· Application of consensus voting of teams.

The Project will utilize the ftp site to provide access to risk status information:

ftp://apollo.ssl.berkeley.edu/pub/THEMIS/1.1%20Management/RISK/
5.3.2 Risk Documentation

The Risk Tracking Log (RTL), CRMP, and other documents will be used, maintained, and controlled throughout the RM process. CRM documentation and information will be accessible by Project personnel via the ftp site.

6 CRM Implementation

This section describes the basic methods and tools utilized to implement an effective CRM Project.  The goal for implementing CRM is to make maximum use of existing Project management processes and methods. These tools are to be used by individuals, teams and management in identifying, analyzing, planning, tracking, and controlling Project risks. The tools and methods specifically used are described in the following sections. Changes to the implementation may be made as needed during the project.

6.1 Risk Management Plan

The CRM Plan defines how RM will be implemented on the Project.  This plan will be maintained by the PRM.  It is the responsibility of the PM, supported by the MAM and MSE, to assure that this plan is effectively implemented and maintained.

6.2 CRM Training 

The Project will receive CRM training provided by the Software Assurance Technology Center at Goddard.  Instruction will be provided on the RM methods and tools reflected in this plan.  Any future CRM training will be coordinated between the PM, DMM, MSE and/or the MAM.  Key Project personnel are expected to take training.  

6.3 Mitigation Plans 

Risk mitigation plans will be developed for a risk that requires significant resources to reduce or close the risk.  The PM will determine when a mitigation plan is required.  Information required for a mitigation plan (technical and/or programmatic) include:

· Title and identification number of the Project risk(s) from the RTL

· Description of how the risk(s) will be mitigated and measurement(s) used to indicate progress.

· Method and frequency of reporting progress and status

· Schedule and resources (hours, dollars, etc.) needed to implement the mitigation plan.

· Individual responsible for the activity and PM approval to implement the mitigation plan.

· Criteria for a successful implementation.

6.4 Project Risk Metrics 

There are various types of metrics supporting both technical and programmatic activities.  The Project should develop and use metrics to show progress in risk mitigation.  

6.5 Project Risk Management Tool (RMT)

Project personnel submit new risks via email and can status RM activity with the RISK ftpsite.  The goal of the RISK ftp site is to provide a centralized source for RM information for the Project.   It provides Project personnel access to current RM documentation, status of risk activities, and emerging risks that may influence the development of the Project.  

Access to the RISK ftp site is through the THEMIS FTP site:

ftp://apollo.ssl.berkeley.edu/pub/THEMIS/1.1 Management/RISK/
The RTL provides a risk title, description, and quick look-up for all identified and accepted Project risks.  It identifies the person assigned to work/monitor the risk, indicates the completion date for the risk.  The PRM is responsible for updating and maintaining the RTL and disseminating to Project personnel via the ftp site.

6.6 Project Formal/Informal Meetings 

All Project formal and informal meetings should have risk management as a topic on the agenda when it is appropriate.  These meetings are the means of providing the most effective communications to the Project on RM.  Several tools are available to be used within meetings.  They range from simple brainstorming, multi-voting, and voluntary risk reporting to more formal fever charts, bar graphs, and logic networks.

7 Resources and Schedule of CRM Milestones

This section describes the resources required to implement an effective CRM on the Project.

7.1 Resources for the Management of Risks 

The PM will assure that resources are provided at sufficient levels to insure an effective and responsive CRM Project.  Resources are broken into two categories:

· Overhead costs associated with the risk management process (development, implementation, and maintenance)

· Mitigation plan costs

7.2 Schedule and Milestones

The THEMIS Project CRM Project shall be performed throughout the mission and shall support all major mission milestones.

8 THEMIS Baseline Risks

The THEMIS baseline risks can be accessed via the FTP site. 

APPENDIX
A

A-1
Acronyms

CM 

Configuration Management

CRM
Continuous Risk Management

DMM

Deputy Project Manager

GPG
Goddard Procedures and Guidelines

GPMC
Governing Project Management Council

GSFC

Goddard Space Flight Center

HQ
Headquarters

ISM
Instrument Systems Manager

THEMIS
 Time History of Events and Macroscale Interactions during Substorms

MSR
Monthly Status Review 

NASA 
National Aeronautics and Space Administration

NPG 
NASA Procedures and Guidelines 

PM
Project Manager

PDL
Product Development Lead

PRA
Probabilistic Risk Assessment 

PRMB 
Project Risk Management Board

RFA

Response for Action

RM

Risk Management

RMB

Risk Management Board

RMT

Risk Management Database

PRM 
Project Risk Management Specialist  

RTL

Risk Tracking Log

SATC 
Software Assurance Technology Center

SEC
Sun Earth Connection

MSE
Mission Systems Engineer

EXPLORER
Solar Terrestrial Probes

TBQ
Taxonomy Based Questionnaire
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